
 
 
 
 
 

Our Mission 
Provide forward looking and efficient cybersecurity, program management 
and Health IT services for the healthcare industry and government, 
including HIPAA/HITECH assessments, FISMA/DIARMF compliance, 
policy reviews, Authorization support and strategic planning. 

Our Customers 
Defense Health Agency • US Navy • NAVWAR • Veterans Affairs            
• Charleston County Airport Authority (CCAA) • Industry HIT Vendors 

How To Do Business With Us 
Seaport NxG • Joint Venture (8a)/Native American Indian/HubZone 

Services 
 

  Information, Design 
& Network Solutions   Security & 

Testing Solutions 
 

ç  Cybersecurity / RMF 
ç Server Consolidation & Virtualization 
ç Certification, Accreditation, & Compliance 
ç  Information Technology Design 
ç Network Infrastructure Design 

& Configuration 
ç Cybersecurity Policies & Procedures 

Development 

 

ç Application Delivery Networking 
& Security 

ç  Wireless Security Assessment 
ç Vulnerability Assessment 

& Penetration Testing 
ç System Pre-Certification 

Security Assessments 
ç  Continuous Risk Monitoring 

 
 
 
 
 
 
 
 
 
 
 

SC Office Address:  
5617 N. Rhett Avenue, Suite 125A, North Charleston, SC 29406-3509 

Contact 
P: 843-779-5879 E: bd@AthenaConsultingGroup.com 
W: AthenaConsultingGroup.com 

Founded In 

2004  
Experience 
Leading provider of information 
assurance and cybersecurity 
consulting services to both 
DoD agencies and Commercial 
Health IT Vendors. 

Key Metrics 

 200+  
CYBERSECURITY 
ASSESSMENTS 
  
 

1000+ 
REMEDIATIONS  

 300+  
AUTHORIZATIONS 

 
ACG Quick facts 

 

 US Veteran Owned 

95% Cleared Employees 

50% 
 

Employees are 
Veterans 

 
NIST 800-171 
Compliant 

90% Percent Certified Staff 
(CISSP, CMMC, CISM, 
PMP, SEC +, MCSE, 
etc.) 

 
Degreed Staff: 
Doctorate, Masters 
and Bachelors 

Recent Past Performance: 
• DHA / VA Go Live Support: ACG Developed an Integrated Dashboard for 

DHA Leadership which produced DHA/DHMSM/VA Visualizations for a 
PPSM Database, ServiceNow Tickets, Community Based Outreach 
Centers, eMASS expirations, Joint Security Architecture build status, and 
Go-Live status/schedule.   

• DHA Risk Management Operations Support Services 
• Cloud migration & associated RMF / A&A tasking for USN MFOM 
• ACG Developed and Integrated a PPSM application among VA, DHMSM, 

Leidos and DHA Personnel to support the implementation of Electronic 
Health Care Connections.  

  
   
  
        

     
        

       
        

mailto:bd@AthenaConsultingGroup.com


CART is capable of importing: 
ç  Nessus Scan Results (.nessus files) 
ç SCAP Compliance Checker (SCC) 

results (xccdf reports) 
ç  STIG Checklist Viewer (.ckl files) 
ç STIG XCCDF Manual STIG 

Templates (XCCDF XML files) 

30-DAY DEMO LICENSES 
AVAILABLE UPON REQUEST 

For a free trial or if you require 
additional information, 
please contact us at: 

CART@AthenaConsultingGroup.com 

 
 
 
 
 
 
 
 
 
 

To meet Federal Information Security Management Act (FISMA) / Risk 
Management Framework (RMF) requirements, United States Federal 
Government agencies must remain aware of cybersecurity threats 
and vulnerabilities. 

Historically, the process of documenting and analyzing security scan 
results required immense manual and tedious work for cybersecurity 
(CS) professionals. A typical organization may face 200,000+ lines of 
vulnerability data to assess or compile manually. 

Athena Consulting Group, LLC developed the Cyber Awareness Reporting Tool 
(CART) to automate this task. The CART application is a single test event, rapid 
assessment, and reporting tool that aggregates, sorts, and graphically displays 
data to enhance and streamline the Security Assessment process. 

Benefits 
1. Reduces both human error and labor hours by automating 

aggregation of all scan results. 
2. Condenses and combines reports from multiple cybersecurity 

scanning tools. 
ç  Eliminate multiple counts for the same vulnerability. 
ç  Quickly incorporate results from all sources to help 

prioritize remediation. 

3. Streamlines plan of action and milestones (POA&M) generation 
and maintenance. 
ç  Automatically generate an accurate POA&M within minutes of 

finalizing all platform scans. 
ç  Simplify POA&M maintenance during re-scan for lifecycle IAVM. 

4. Allows quicker turnaround between vulnerability scan and the start 
of the repair process, enhancing ability to maintain and comply with 
FISMA / Risk Management Framework (RMF) requirements. 

5. Provides relevant vulnerability reporting to all levels of command 
from leadership (site and enterprise), to the CS workforce (ISSMs, 
PMs, ISSOs, Technicians, Administrators), and Testers. 

For more information please visit athenaconsultinggroup.com/cart. 

Quick facts 
 

 1 Year License 

 
 

1-3 User Options 

 
 

User Guide 

 Microsoft Access 2010 
or above required to run. 

 

 
 

Dashboard Graph Example 
 

 

 
 

CART 
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